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**ПОЛИТИКА ОБРАБОТКИ ПЕРСОНАЛЬНЫХ ДАННЫХ**

**I. Общие положения.**

1.1. Настоящая Политика (далее Политика) разработана в целях защиты персональных данных, обрабатываемых Обществом с ограниченной ответственностью Консалтинговый центр «ВЫ+МЫ» (далее – Общество), от несанкционированного доступа, неправомерного их использования или утраты.

1.2. Политика определяет в соответствии с законодательством Российской Федерации обеспечение обработки, хранения и защиты Персональных данных, а также Персональных данных, содержащихся в документах, полученных из других организаций, в обращениях граждан и иных Субъектов персональных данных.

1.3. Политика разработана на основании ст. 24 Конституции РФ, Федерального закона РФ «О персональных данных» № 152-ФЗ от 27.07.2006 г., [Постановление Правительства РФ от 15 сентября 2008 г. N 687 "Об утверждении Положения об особенностях обработки персональных данных, осуществляемой без использования средств автоматизации"](http://ivo.garant.ru/document?id=93875&sub=0), нормативно-правовыми актами Российской Федерации в области трудовых отношений.

1.4. Настоящая Политика утверждается Директором Общества.

1.5. Изменения в Политику могут быть внесены в установленном действующим законодательством порядке.

1.6. В настоящей Политике используются следующие основные понятия:

1.6.1. Персональные данные – любая информация, относящаяся к определенному или определяемому на основании такой информации физическому лицу (Субъекту персональных данных);

1.6.2. Оператор – государственный орган, муниципальный орган, юридическое или физическое лицо, организующие и (или) осуществляющие обработку персональных данных, а также определяющие цели и содержание обработки персональных данных;

1.6.3. Обработка персональных данных - действия (операции) с персональными данными, включая сбор, систематизацию, накопление, хранение, уточнение (обновление, изменение), использование, распространение (в том числе передачу), обезличивание, блокирование, уничтожение персональных данных;

1.6.4. Неавтоматизированная обработка персональных данных - обработка персональных данных считается осуществленной без использования средств автоматизации (неавтоматизированной), если такие действия с персональными данными, как использование, уточнение, распространение, уничтожение персональных данных в отношении каждого из Субъектов персональных данных, осуществляются при непосредственном участии человека

1.6.5. Передача персональных данных - действие, направленные на передачу персональных данных Оператору персональных данных работодателю с которым заключен договор;

1.6.6. Использование персональных данных – действия (операции) с персональными данными, совершаемые Оператором в целях принятия решений или совершения иных действий, порождающих юридические последствия в отношении Субъекта персональных данных или других лиц либо иным образом затрагивающих права и свободы Субъекта персональных данных или других лиц;

1.6.7. Блокирование персональных данных – временное прекращение сбора, систематизации, накопления, использования, распространения персональных данных, в том числе их передачи;

1.6.8. Уничтожение персональных данных – действия, в результате которых невозможно восстановить содержание персональных данных в информационной системе персональных данных или в результате которых уничтожаются материальные носители персональных данных.

1.6.9. Обезличивание персональных данных – действия, в результате которых невозможно определить принадлежность персональных данных конкретному Субъекту персональных данных;

1.6.10. Конфиденциальность персональных данных – обязательное для соблюдения Оператором или иным получившим доступ к персональным данным лицом требование не допускать их распространение без согласия Субъекта персональных данных или наличия иного законного основания;

1.6.11. Общедоступные источники персональных данных – интернет сайты предприятий, компании интернет-рекрутмента, справочники, адресные книги, в которые с письменного согласия Субъекта персональных данных могут включаться его фамилия, имя, отчество, год и место рождения, адрес, абонентский номер, сведения о профессии и иные персональные данные, сообщаемые Субъектом персональных данных.

**П. Понятие и содержание персональных данных.**

2.1. Персональные данные – информация, необходимая для осуществления кадрового учета сотрудников и выполнения ряда функций деятельности Общества.

2.2. Оператором персональных данных является Общество.

2.3. Для обработки персональных данных Общество может привлекать уполномоченные организации на основе соответствующих договоров и соглашений.

2.4. Обеспечение конфиденциальности персональных данных не требуется в случае их обезличивания и в отношении общедоступных источников персональных данных.

**III. Порядок получения, обработки и уничтожения персональных данных.**

3.1. Получение персональных данных работников Общества осуществляется в соответствии с нормативно-правовыми актами Российской Федерации в области трудовых отношений, защиты персональных данных, нормативными и распорядительными документами Общества на основе согласия работников на обработку их персональных данных.

3.2 Обработка персональных данных Субъекта возможна только с его согласия. Обработка и использование персональных данных осуществляется в целях, указанных в соглашениях с Субъектами персональных данных, а также в случаях, предусмотренных нормативно-правовыми актами Российской Федерации, за исключением ситуаций, предусмотренных законодательством Российской Федерации.

3.3. Без согласия Субъектов осуществляется обработка персональных данных, содержащих только фамилии, имена и отчества, обращения и запросы организаций и физических лиц, регистрация и отправка корреспонденции почтовой связью, оформление разовых пропусков, обработка персональных данных для исполнения трудовых договоров, и в иных случаях, допускаемых законодательством Российской Федерации

3.4. В случае увольнения Субъекта персональных данных и иного достижения целей обработки персональных данных, зафиксированных в письменном соглашении, Общество незамедлительно прекращает обработку персональных данных и уничтожает соответствующие персональные данные в срок, не превышающий трех рабочих дней с даты достижения цели обработки персональных данных, если иное не предусмотрено законодательством Российской Федерации.

3.5. Правила обработки и использования персональных данных устанавливаются соответствующими Положениями Общества.

3.6. Каждый работник Общества обязан ознакомится с внутренними Положениями Общества.

3.7. Персональные данные могут храниться в бумажном виде централизованно с соблюдением предусмотренных нормативно-правовыми актами Российской Федерации мер по защите персональных данных.

3.8. Перечень отдельных должностей, имеющих право на обработку персональных данных, предоставляется должностным лицам, определенным отдельными Приказами, распорядительными документами Общества.

3.9. Персональные данные защищаются от несанкционированного доступа в соответствии с нормативно-правовыми актами Российской Федерации, нормативно-распорядительными актами и рекомендациями регулирующих органов в области защиты информации, а также утвержденными регламентами и инструкциями Общества.

**IV. Права, обязанности и ответственность Субъекта персональных данных и Общества при обработке персональных данных**

4.1. В целях обеспечения защиты своих персональных данных Субъект персональных данных в соответствии с Федеральным законом Российской Федерации от 27.06.2006 г. № 152-ФЗ «О персональных данных» за исключением случаев, предусмотренных данным Федеральным законом, имеет право:

4.1.1. На получение сведений об Операторе, о месте его нахождения, о наличии у Оператора персональных данных, относящихся к соответствующему Субъекту персональных данных, а также на ознакомление с такими персональными данными;

4.1.2. Требовать от Оператора уточнения своих персональных данных, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, недостоверными, незаконно полученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав;

4.1.3. На получение информации при обращении, касающегося обработки его персональных данных или при получении запроса информации, а именно:

* подтверждение факта обработки персональных данных оператором;
* правовые основания и цели обработки персональных данных;
* цели и применяемые оператором способы обработки персональных данных;
* обрабатываемые персональные данные, относящиеся к соответствующему субъекту персональных данных, источник их получения, если иной порядок представления таких данных не предусмотрен федеральным законом;
* сроки обработки персональных данных, в том числе сроки их хранения;

порядок осуществления субъектом персональных данных прав, предусмотренных Федеральным законом;

* наименование или фамилию, имя, отчество и адрес лица, осуществляющего обработку персональных данных по поручению оператора, если обработка поручена или будет поручена такому лицу;
* иные сведения, предусмотренные настоящим Федеральным законом или другими федеральными законами.

4.1.4. На обжалование действий или бездействия Оператора в уполномоченный орган по защите прав Субъектов персональных данных или в судебном порядке;

4.1.5. На защиту своих прав и законных интересов, в том числе на возмещение убытков и (или) компенсацию морального вреда в судебном порядке.

4.2. Обязанности Оператора при сборе персональных данных.

4.2.1. Оператор обязан безвозмездно предоставить Субъекту персональных данных или его законному представителю возможность ознакомления с персональными данными, относящимися к соответствующему Субъекту персональных данных, а также внести в них необходимые изменения, уничтожить или блокировать соответствующие персональные данные по предоставлении Субъектом персональных данных или его законным представителем сведений, подтверждающих, что персональные данные, которые относятся к соответствующему Субъекту и обработку которых осуществляет Оператор, являются неполными, устаревшими, недостоверными, незаконно полученными или не являются необходимыми для заявленной цели обработки.

4.2.2. О внесенных изменениях и предпринятых мерах Оператор обязан уведомить Субъекта персональных данных или его законного представителя и третьих лиц, которым персональные данные этого Субъекта были переданы.

4.2.3. В случае выявления неправомерных действий с персональными данными Оператор в срок, не превышающий трех рабочих дней с даты такого выявления, обязан устранить допущенные нарушения.

4.2.4. В случае невозможности устранения допущенных нарушений Обществом в срок, не превышающий трех рабочих дней с даты выявления неправомерности действий с персональными данными, обязан уничтожить персональные данные.

4.2.5. Об устранении допущенных нарушений или об уничтожении персональных данных Оператор обязан уведомить Субъекта персональных данных или его законного представителя.

4.2.6. В случае отзыва Субъектом персональных данных согласия на обработку своих персональных данных Оператор обязан прекратить обработку персональных данных и уничтожить персональные данные в срок, не превышающий трех рабочих дней с даты поступления указанного отзыва, если иное не предусмотрено соглашением между Оператором и Субъектом персональных данных.

4.2.7. Об уничтожении персональных данных Оператор обязан уведомить Субъекта персональных данных.

4.3. Права Оператора на передачу персональных данных третьим лицам.

4.3.1. Оператор имеет право передавать обрабатываемые персональные данные Субъектами третьим лицам с письменного согласия Субъекта персональных данных, за исключением случаев, пред С усмотренных законодательством Российской Федерации. Официальным согласием Субъекта является также информация о Субъекте, полученная из общедоступных источников персональных данных.

4.3.2. Передача персональных данных Субъекта третьим лицам должна производится в соответствии с Положением об обработке персональных данных соискателем.

**V. Ответственность за разглашение персональных данных.**

5.1. Оператор, а также должностные лица, виновные в нарушении требований Федерального закона РФ «О персональных данных» № 152-ФЗ от 27.07.2006, несут гражданскую, уголовную, административную, дисциплинарную и иную предусмотренную законодательством Российской Федерации ответственность.

5.2. Ответственность за соблюдение требований законодательства Российской Федерации при обработке и использовании персональных данных возлагается в приказе об утверждении Политики и иных приказах на должностных лиц.

**VI. Меры, принимаемые для обеспечения безопасности персональных данных**

6.1. ОБЩЕСТВО при обработке персональных данных принимает все необходимые правовые, организационные и технические меры для их защиты от неправомерного или случайного доступа, уничтожения, изменения, блокирования, копирования, предоставления, распространения, а также от иных неправомерных действий в отношении них. Обеспечение безопасности персональных данных достигается, в частности, следующими способами:

6.1.1. Назначением ответственных лиц за организацию обработки и обеспечение безопасности персональных данных.

6.1.2. Принятием локальных нормативных актов и иных документов в области обработки, защиты и хранения персональных данных, предусматривающие организационных и технических мер по обеспечению безопасности персональных данных.

6.1.3. Осуществлением внутреннего контроля и/или аудита соответствия обработки персональных данных Федеральному закону от 27.07.2006 г. № 152-ФЗ «О персональных данных» и принятым в соответствии с ним нормативным правовым актам, требованиям к защите персональных данных, локальным актам

6.1.3. Ознакомлением работников Общества, непосредственно осуществляющих обработку персональных данных, с положениями законодательства Российской Федерации о персональных данных, в том числе с требованиями к защите персональных данных, локальными актами в отношении обработки персональных данных и/или обучением указанных сотрудников

## VII. Заключительные положения

7.1. Настоящая Политика подлежит изменению, дополнению в случае принятия новых законодательных актов и специальных нормативных документов по обработке и защите персональных данных.

7.2. Ответственность работников, имеющих доступ к персональным данным, за невыполнение требований норм, регулирующих обработку и защиту персональных данных, определяется в соответствии с законодательством Российский Федерации.